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Omni Switch 6450/ 6350 
 

 Release 6.7.2.112.R03 
 

The following is a list of issues that have been identified and corrected in AOS 
software release. This document is intended to be used as a pre-upgrade 
guide and does not replace the Release Notes which are created for every GA 
release of software. 
 
Important Notice: For a copy of software release not posted on the Web or if you have any question 

or concern please contact Alcatel’s Technical Support Department. 
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Problems Fixed Between Builds 108 and 112 
PR 230520 

 

Build:  6.7.2.108.R03 

 
Summary:  

 
IGMP Static Group does not work in all failure cases of stacked 6450. 

Explanation:        There are two fixes: 
 

1. Delete the drop entry in Ni, when sending multicast source information from IPMS NI to 
CMM fails  
2. The global variable "ipmsSrcPortCheck" is used to control the check that compares if the 
source and destination port are same. If source and destination port are same we will not 
program the egress port. By default the check is enabled. When the global variable is set to 
1, we will skip that check. 

  

PR 230931 

 

Build:  6.7.2.111.R03 

Summary:  
Explanation:         

 
Introduced "hash-key" keyword in tacacs server command 
Introduced 'hash-key' keyword for TACACS+server. 
 

 
PR 

 
231147 

 

 
Build:  

 
6.7.2.111.R03 

 
Summary:  

 
[OmniVista] Cannot perform SNMP Set after triggering recache Policies action in 6x device. 

Explanation:        After mip gateway timeout due to policy list configuration from LADP through OV cloud.                            
                            Further SNMP commands were not working. This was fixed to handle further SNMP  
                            command even after MIP timeout. 
 

Under Verification:  

  
PR 230658 

 

Build:  6.7.2.110.R03 

Summary:  
Explanation: 

 
OS6450 Violation issue - 802.1x + Qos user port shut down with BPDU 
Changes done to avoid port shut down due to lldp packet with DAMAC 01:80:c2:00:00:00 
 

 
     

  

 
 
 
 
 
 
 
 
 
 
 
 
 
 


